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Pamela Tabor

8527 Noblestown Rd
McDonald, Pa 15057

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 205594

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built-in wiretappirg access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBT is going far beyond these existing
powers by trying to force the industry to actuaily build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Llawmakers, after extensive deliberations, set up boundaries for how
the FBI <an collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
-would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our perscnal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications, Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Jook forward to hearing your thoughts on this matter.

Sincerely,

Pamela Tabor
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Carc]l Cheshut

PO Box 35500
Las Vegas, NV 83133

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chajrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet <ommunication services bhe
required to have built—in wiretapping access.

I do not bhelieve this requirement 1s necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually bujld its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with & peephole for law enforcement to look through.

I am very cancerned that this requirement represents an end-run around
Cangress, Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources Jike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our persanal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look farward to hearing your thoughts on this matter.

Sincerely,

Carnl f. Chesnut
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Elisabeth Amy—Vogt

231 Park Road North
Wimberley, TX 78678

March 18, 2004

FCC Chairmah Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct curveillance. The FBI is going far beyand these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new hames he built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up houndaries for how
the FBI can collect information between sources Tike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our persaonal communications, the
government is creating the vary real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efferts to provide this sort of backdeor access have not been successful and
only created a rich opportunity far hackers.

Once again, I urge vou tu oppose the dangercus suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Elisabeth Amy-Veogt
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Ardeth K Brodie

811 Noble Springs Road
Houston, TX 77062

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Strest SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
reguired to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone <ompanies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
saurces like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
covernment is creating the very real potential for hackers and thieves or
even rogue government agents ta access our personal communicatians, Past
effarts tc provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to cppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolegies should have built=in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Ardeth K. Brodie



wed 24 Mar 2004 07:54:23 AM EST P. 8
Bo Turner

182 Woodvale Street
Clarkesville, Ceorgia 30523

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my gppositiaon to the
Department of Tustice 5 reguest that all new Internet communicatiaon services bs
required to have built—-in wiretapping access.

I do not beiieve this reguirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to <conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build {ts systems around
government eavesdropping. It is the equivalent of the government reguiring all
new homes he built with a peephole for law enforcement to look through,

I am very concerned that this reguirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hacksrs and thieves or
even rogue government agents to access cur personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to ocppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Yook forward to hearing vour thoughts on this matter.

Sincerely,

Bo Turner
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James Liles

2792 Van Crahtree Road
Lucasyille, Chic 43648

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of JTustice s reguest that all new Internet communicatiaon services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding iaws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The ¥BI is going far beyond these existing
powers by trying to force the industry to actually build its systems araund
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and espansive reading of the Jaw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to pravide this sort af hackdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you te oppose the dangerous suggestion of the Department of
Justice that our new Internst communication technologies should have built—in
wiretapping.

I jook forward to hearing your thoughts an this matter.

Sincerely,

James Liles
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Ryan Maxwell

18761 Haven Lane
Yorba Linda, CA 92886

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 -12th Street SW

Washington, DC 20554

FCC Chairman Powell:

Bs a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not helieve this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government savesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very caoncerned that this reguirement represents an end-run arcund
congress. Llawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal <communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication techrnologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Ryan T. Maxwell
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Walter Schlebusch

B527 Nabiestown Rd
McDenald, Pa 15057

March 18, 2004

FCC Chairman Michael Pawell
Federal Cemmunications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone <ompanies to allow
the FBI to conduct surveiilance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring a1l
new homes he built with a peephole for Taw enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberaticns, set up boundaries for how
the FBI can collect information between sources }ike phane comparies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would hypass the legislative process to alter that careful balance.

I understand that by requiring a master key to cur personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue gevernment agents to access our personal communications. Past
efforts to provide this sorft of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous sugdgestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look faorward to hearing your thoughts an this matter.

Sincerely,

Walter Schlebusch
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Thomas Richard

1 Roopsevelt Ave
Concord, NH 03301

March 18, 2004

FCC Chairman Micharl Powell
Federal Communicaticns Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition toc the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

T do not helieve this reguirement i5 necessary. Longstanding laws already
require Internet Service Providers and Internet tslephene companies to allow
the FBI to canduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually buiid its systems around
gavernment eavesdropping. -It is the eguivalent of the government reguiring al’l
new homes be bhuilt with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run araund
Congress., Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can ¢ollect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to ocur personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to pravide this saort of backdoor access have not been successful and
only c¢reated a rich opportunity for hackers.

Once again, I urde you to oppose the dangercus suggestion of the Department of
Justice that our new Internet communicatien technologies should have built—in
wiretapping.

I lTook forward to hearing your thoughts on this matter.

Sincerely,

Thomas Richard
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William Leake

1432 SE Blanchard St
Hiilsboro, OR 387123

March 18, 2004

FCC Chairman Michael Powell
fFederal Communications Commission
445 12th Streest SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s regquest that all new Internet <ommunication services be
required to have built—{n wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the fBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole For law enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries fer how
the FBI can collect information between sources 1ike phone companies anc data
sources like s—mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful halance.

I understand that by requiring a master key to our personal communications, the
gaovernment is c¢reating the very real potential for hackers and thieves ar
even rogue government agents toc access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technaologies should have built-in
wiretapping.

I Yook forward to hearing your thoughts on this matter.

Sincerely,

William Leake
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Ben Rudin

5471 Caminito Exguisito
San Diego, CA& 92130

March 18, 2004

FCC Chatrman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my opposition teo the
Department of Justice s reguest that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Praviders and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying te farce the industry te actually build its systems around
gavernment eavesdropping. It is the equivalent of the gavernment requiring all
new homes be huilt with a peephole for law enforcement to look through.

I am very cancerned that this requirement represents an end-run araund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can ¢ollect information between scurces like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to cur personal communications, the
government is creating the very real potential for hackers and thieves or
eyven rogue gavernment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look farward to hearing your thoughts on this matter.

Sincerely,

Ban
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zachary swift

8301 wandering wy
baldwinsviile, ny 13027

March 18, 2004

FCC Chairman Michael Paowell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my apposition to the
Department of Tustice s request that all new Internet communication services be
required ta have buiit—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding Jlaws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveiilance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government reguiring all
new homes be built with a peephole for law enforcement to look through.

I am very <oncerned that this reguirement represents an end-run around
Cangress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI <an collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Jaw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich gppartunity for hackers.

Once again, I urge you to oppose the dangerous suggestiaon of the Department cof
Justice that our new Internet communication technologies should have built—in
wiretapping.

I ook forward to hearing your thoughts on this matter.

p.s; vou are all where you are doing a job for we the american people., so
please do what is in our best interest.

Sincerely,

zachary § swift
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Edwina Joyce Pannell

3375 Southern Apt  #29
Memphis, Tennessee 38111

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Cammission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

fs a concerned individual, T am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephaone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It js the eguivalent of the government requiring all
new homes be built with a peephole far law enforcement to losk thraugh.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources T1ike phone companies and data
sources 1ike e—-mail. The FBI s agaressive and expansive reading of the law
would bypass the legqislative process to alter that careful balance.

I understand that by reguiring a master key to our personal <¢ommunications, the
government is creating the very real potential for hackers and thieves or
gven rogue government agents to access our personal communications. Past
effarts to prayide this sart of backdoor access have not been successful and
only ¢reated a rich appartunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I loeok forward to hearing your thoughts on this matter.

Sincerely,

Edwina Joyce Pannell
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Gloria Osborne

7768 Straight Rd.
Springwater, NY 14360

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The fBI is going far heyond these existing
powers by trying to force the industry to actually build its systems around
gaovernment eavesdropping, It is the equivalent of the government requiring all
new hames he built with a peephoie for law enforcement to look through.

I am very cancerned that this requirement represents an end~run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation between sources Tike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
EVEN rogue government agents to acc¢ess our persanal commuhications. Dast
sffarts to proyide this sart of backdoor access have not bheen successful and
only created a rich opportunity for hackers.

Once again, T urge you to oppose the dangerous suggesticn of the Department of
Justice that our new Internet <ommunication technologies should have built—in
wiretapping.

I look ferward to hearing your thoughts on this matter.

Sincerely,

Cloria J. Oshorne
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Paul Rozvadovsky

91 Calle Vista
Camarillo, CA 93010

March 18, 2004

FCC Chairman Michael Powell
Federal Communicaticns Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do naot heligve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephole for Taw enforcement ta look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBRI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

1 understand that by reguiring a master key to our personagl <ommunications, the
government is creating the very real potential for hackers and thieves or
geven rogue government agents to access our personal communications. Past
efforts to provide this sort of hackdoor access have not been successful and
only created a rich opportunity for hackers.

Once again., I urge you to oppose the dangerous suggestion of the Department of
TJustice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Paul Rozvadovsky
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jesse  butler

901 dartmouth rd
knoxviile, th 37914

March 18, 2004

FCZ Chairman Michael Powell
Federal Communications Cammission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communicatian services be
required to have built-in wiretapping access,

Good Cod! Is there not a terror war dgoing on, or is it just a front to
subvert intelligence?
I do not believe this regquirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI ta conduct surveiilance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole faor law enforcement to loopk through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources Jike e-mail. The FBI s aggressive and edpansive reading of the law
would bvpass the legislative process to alter that careful bhalance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves cr
even rogue government agents to access aur personal communications. Past
efforts to provide this sart of thackdoor access have riot been successful and
only created a rich opportunity far hackers.

Ohce again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

jesse hutler
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Gretchen E. Fisher

7281 Country Club Lane
West Chester, Chio 45069

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s reguest that all new Internet communication services be
required to have built-in wiretapping access.

1 do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be huilt with a peephole faor law enforcement to look through.

I am very concerned that this requirement represents an end-run arcund
Congress. Lawmakers, after extensive deliberaticens, set up boundaries for how
the FBI can ¢allect information between sources like phone companies and data
sour<es 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our persenal communications, the
gavernment is creating the very real potential for hackers and thieves or
EvVEn rogue government agents tn access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Cretchen E. Fisher
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Micah Child

43758 Soianu Rd
Fairfield, ca 84533

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Cammission
445 12th Street SW

Washington. DC 20554

FC{ Chairman Powell:

As a concerned individual, I am writing te express my opposition to the
Department of Tustice s regquest that all new Internet cammunication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding Taws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems arcund
government eavesdropping. It is the eguivalent of the government requiring at]
new homes be built with a peephale for law enfcrcement to look through.

I am very concerned that this reguirement represents an end~run around
Cangress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful halance.

I understand that hy requiring a mastar key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rague government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communicatiocn technologies should have built=in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Micah Child
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Kevin wWalker

12811 New Parkland Drive
Herndon, VA 20171

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445-12th Street SW

Washington, DC 209554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my opposition to the
Cepartment of Justice s request that all new Interpet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent af the government requiring all
new homes be built with a peephole for law enforcement to Took through,

I am very concerned that this reguirement represents an end-run around
Congress. tLawmakers, after extensive deliberations, set up boundaries for how
the FBI can ¢ollect infarmation between sources like phone companies and data
sources }ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance,

I understand that by requiring a master key to our personal communications, the
goverrment is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vyou to oppose the dangercus suggestion of the Department of
Justice that cur new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts cn this matter.

Sincerely,

Kevin 8. Walker
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Troy Hili

box 873, 950 main street
Worcester, MA 01610

March 18, 2004

Fce Chairman Michael Powell
Federal Communications Commission
445 12th Streest SW

Washington, DC 20554

FCC Chalrman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Justice s request that all new Internet communicatian services be
required to have huilt—in wiretapping access.

I do not believe this reguirement is necessary. Laongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to c¢onduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for Taw enforcement to look through.

I am very concerned that this requirement represents an end—run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources Tike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading cof the law
would bypass the legisiative process to alter that careful balance.

I understand that by reguiring a master key to our perscnal communications, the
government is creating the very real potential for hackers and thieves or
fven rogue government agents to access our personal communications. Past
efforts %o provide this sort of %backdonor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous sugcestion of the Department of
Tustice that our new Internet communication technologies should hayve built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Troy Hill
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Susan Fincher

8930 N Davis Hwy aApt 172
Pensacola, FL 32514

March 18, 2004

FCC Chairman Michael Pawel]
Federal Communications Commission
445 12th Street SW

washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Froviders and Internet telephone companies to allow
the FBI to conduct surveiliance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems arcund
government eavesdrapping. Tt is the equivalent af the gavernment regquiring all
nhew homes be built with a peephole for Taw enforcement tgo look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources Tike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal <ommunications, the
gaverrment is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdsor access have not been successful and
only created a rich opportunity for hackers.

once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Susan Fincher
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Linda Dawsaon

1918 Raolls Way
Carmichael, CA 95608

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

fs a cancerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have bullt~in wiretapping access.

I do not bhelieve this requirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allaw
the FBI to conduct surveijllance. The FBI is going far beyond these existing
nowers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new hames he built with a peephole for law enforcement to look through,

I am very concerned that this requirement represents an end~run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between scurces }ike phone companies and data
saurces 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process tao alter that careful balance.

I understand that by requiring a master key to our persanal communications, the
government ig creating the very real potential for hackers and thieves or
gven rogue government aqgents to access our perscnal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

once again, I urge you to oppose the dangerous sucgestion of the Department of
Justice that our new Internet communication technologies should have bujlt-in
wiretapping.

I Took ferward to hearing your thoughts on this matter.

Sincerely,

Ltinda Dawson
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Toseph Liss

819 MICHIGAN AVE
Evanston, IL 60202

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SYW

Washingtan, DC 20554

FCC Chairman Powelt:

#s a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is geing far beyond these existing
powers hy trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government reguiring all
new homes be built with a peephole for law enforcement to look through.

1 am very concerned that this requirement represents an end-run arcund
Congress. Lawmakers, after extensive deliberations, set up boundaries for haw
the FBI can collect information between sources 1ike phone companies and data
sources Jike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

1 understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue gayvernment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity feor hackers.

ence again, I urge you to oppose the dangerous suggestion of the Department of
Tustice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Joseph M. Liss
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rank g sandoli

1628 oakwood ave
akron, ohio 44301

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individyal, I am writing to express my opposition te the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies tc allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry te actually build its systems arcund
gavernment eayvesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
gavernment is ¢reating the very real potential for hackers and thieves or
gven rogue gavernment agents to access our personal communications. Past
efforts to provide this sort of backdoor ac<ess have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have buiit-in
wiretapping.

T look forward to hearing your thoughts on this matter.

Sincerely,

frank g. sandoli
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Stephen Hall

5523 Dows Prairie Road
McKinleyyille, CA 95519

March 18, 2004

FCC Chairman Michael Powell
federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
bepartment of Tustice s reguest that all new Internet Communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Langstanding lTaws already
require Internet Service Providers and Internet teiephone companies to allow
the FBI to conduct surveillance. The FEBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdrepping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run araund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can ¢ollect information between sources like phone companies and data
sources 1ike e-mail. The FBI 5 aggressive and expansive reading of the law
would bypass the legislative process tc alter that careful balance.

I understand that by requiring a master key to our personal communications, the
goverrment is creating the very real potential for hackers and thieves or
Even rogue government agents to access our personal communications, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppase the dangerous suggesticn of the Department of
Justice that our new Internet communication technclogies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Stephen T Hall



